VYSVETLENi ZADAVACi DOKUMENTACE €. 4

Identifikace verejné zakazky:

Nazev: Transakcni portal pro vyménu dat Nemocnice Letovice
Eviden¢ni Eislo ve VVZ: 72025-050747

Identifikace zadavatele:
Nemocnice Letovice, pfispévkova organizace
Pod Klasterem 55/17, 679 61 Letovice
ICO: 00387134

Adresa profilu zadavatele:

https://zakazky.krajbezkorupce.cz/profile_display_108.html

Zadavatel obdrzel dne 21. 11. 2025 Zadost o vysvétleni zadavaci dokumentace ¢. 5. Vzhledem
k velkému rozsahu dotazl je jejich znéni pfipojeno k tomuto vysvétleni jako pfiloha. Pfesné znéni
Zadosti je tak vsouladu s § 98 odst. 3 zdkona ¢. 134/2016 Sb., o zadavani verejnych zakazek,
poskytnuto.

Zadavatel k obdrZené Zadosti uvadi nasleduijici:

Zadavatel posoudil dotazy ucastnika a s ohledem na potfeby zadavatele neni mozné pozadavkiim
na zmény vyhovét. Technické pozadavky vyplyvaji z aplikacnich a provoznich potieb zadavatele,
které byly zvaZieny ke dni vyhlaseni vefejné zakazky. Zadavateli je zndmo vice neZ jedno technické
feSeni od vice vyrobcl pro kazdou pozadovanou technologii, které beze zbytku spliuji technické
poZadavky uvedené v zadavaci dokumentaci.

Podrobnéji zadavatel k dotaztim uvadi nasledujici:

Zadavatel trva na souhrnu pozadavkl na diskové ulozZisté, ktery je Zadatelem rozporovan.

Ptistup iSCSI (typu SAN) se vyuZije pro blokové pfipojeni serverového virtualizacniho prostredi s
béZnymi provoznimi aplikacemi. Pfistup SMBv3+NFSv3/v4 (typu NAS) se vyuZije pro souborové
pfipojeni k nemocnic¢nim aplikacim typu PACS apod. Pro datové centrum s mensimi a stfednimi
kapacitnimi naroky je béziné vyuzit unifikovanou architekturu s pristupem SAN+NAS k centrdlnim
diskovym polim.

Pro aplikacni pFistup typu SAN bude dedikovano 8x 10GE portd. Pro aplikacni pfistup typu NAS bude
dedikovano rovnéz 8x portl 10GE. Z kazdého fadice se porty pfipoji redundantnim zplsobem s



vysokou dostupnosti do switchl. PoCty a rychlosti portli nelze definovat pouze pomoci celkové
propustnosti z dlivodu pfipojeni na strané switch(. Zadavatel trva na celkem 16x 10GE SFP+ portl na
dvouradic¢ové diskové pole.

Ochrana a zabezpeceni uloZzenych dat je pro zadavatele samoziejmé prioritou. Jako best practice a
oborovy standard pro mechanismus datové ochrany se povaZuje ochrana proti sou¢asnému vypadku
dvou diskl bez vlivu na dostupnost sluzby, se zamezenim ztrdté dat, a navic s rezervni hotspare
kapacitou. Technologii distribuovaného RAIDu a hotspare dnes nabizi vétSinu vyrobcl pravé diky
provoznim vyhoddm pro uzivatele, jako napfiklad mnohem rychlejsi hotsparing proces oproti tradi¢nim
RAID s klasickym hotspare.

Zadavatel poZaduje minimalni garantovanou cistou vyuzZitelnou kapacitu, ochranénou mechanismem
RAIDG6 a hotspare. Zadavatel poZaduje navic i funkcionalitu datové redukce (deduplikace a komprese),
kterd mu muze pfinést dalsi kapacitni vyhody nad rémec minimalni Cisté vyuzitelné kapacity. Zadavatel
nedokaze do budoucnosti odhadnout ani strukturu, ani sloZzeni jednotlivych typ( aplikacnich dat a z
toho dlvodu nelze akceptovat garantovanou efektivni kapacitu.

Pozadavky vyplyvaji z aplikacnich potfeb zadavatele. Zadavatel nepovazuje jednotlivé technické
pozadavky ani jejich kumulaci za pfremrsténé. Jsou definovany tak, aby byly jednoznaéné a plné
pokryvaly standardni definici specifikace diskového pole, a to zejména v oblastech architektury,
kapacity, konektivity, sprdvy a managementu, funkcionality pro blokovy a souborovy pfistup,
vykonnosti, kompatibility a integrace, zaruky a podpory.

Zadavatel si neni védom, Ze by specifikace kumulovanych parametri uvedena tazatelem smérovala
pouze na jednoho vyrobce. Pokud tazatel shledd, ze by mu eventudlni Uprava néjakych konkrétnich
parametrd umoznila nabidnout vyhodnéjsi feSeni, mlze zaslat konkrétni Zadost o Upravu. Tuto Zadost
by zadavatel v souladu se zakonnou Upravou posoudil a po jejim zvaZzeni a zohlednéni svych provozné
aplikacnich potteb by mohl pfistoupit k Upravé zadavaci dokumentace.

Technické podminky verejné zakazky vSak zadavatel povazuje za nediskriminacni, pIné odpovidajici
jeho potiebam a zajistujici potfebny bezpeénostni standard. Z toho divodu zadavatel nepfistupuje
k upravé zadné ¢asti zadavacich podminek.

Zadavatel neprodluzuje lhiitu pro podani nabidek.

Dne 26. 11. 2025
Nemocnice Letovice, prispévkova organizace

Prilohy: Pfesné znéni obdrZené Zddosti o vysvétleni zaddvaci dokumentace



DOTAZY K TECHNICKE SPECIFIKACI

Verejna zakazka: Transak¢ni portal pro vyménu dat Nemocnice Letovice

Eviden¢ni ¢islo: Z2025-050747

Zadavatel: Nemocnice Letovice, ptispévkova organizace, Pod Klasterem 55/17, 679 61
Letovice, ICO: 00387134

Datum: 21.11.2025

UVOD

Tazatel si timto v souladu s § 98 zakona ¢. 134/2016 Sb., o zadavani vetejnych zakazek (dale
jen ,,ZZNVZ7"), dovoluje pozéadat o vysvétleni zadavacich podminek uvedené verfejné zakéazky,
konkrétné technickych specifikaci obsazenych v ptilohach zadavaci dokumentace.

Predkladané dotazy se tykaji pfedevsim 2. €asti verejné zakazky (HW a SW) a vybranych
aspektt 1. ¢asti, kde identifikujeme potencidlni rozpor s platnymi zasadami zadavani
vetejnych zakazek, zejména principy nediskriminace, pfiméfenosti a technické neutrality.

DOTAZ C. 1: METODIKA VYPLNOVANI
TECHNICKYCH TABULEK

Dotéena cast zadavaci dokumentace:
Zadéavaci dokumentace, kapitola 3.6, str. 8:

"Zadavatel pozaduje, aby Uc€astnik v nabidce vyplnil pfislusné tabulky, které jsou uvedeny v
technické specifikaci, kterd tvofi pro 1. ¢ast pfilohu €. 2 a ptilohu €. 4 a pro 2. ¢ast piilohu €. 3
této ZD."

Ptiloha €. 3 - Specifikace predmétu plnéni vefejné zakazky — 2. ¢ast, tabulky s kolonkami
,Parametr”, ,,Specifikace pozadavki" a ,,Hodnota, vyrobce a typ".

Dotazy:

1. Je imyslem zadavatele, aby uc¢astnik meél moznost upravovat ¢i dopliovat sloupec
,»Specifikace pozadavkl" v pfipad¢, ze nabizi ekvivalentni feSeni s jinymi parametry,
které splituji stejny nebo vyssi vykonovy standard?

2. Pokud je sloupec ,,Specifikace pozadavkd" striktné neménny, jak ma ucastnik
prokézat ekvivalenci feSeni, které¢ vyuziva odliSnou technologickou architekturu (napf.
FC misto iSCSI, jiny typ RAID, alternativni Sasi), ale spliiuje pozadované vykonové a
funkéni charakteristiky?



3. Neni tento postup v rozporu s § 45 odst. 3 ZZVZ, ktery stanovi, Ze technické
podminky musi byt formulovany jako vykonové nebo funkéni pozadavky s moznosti
nabidnout ekvivalentni feSeni?

Odivodnéni:

Zadavatel vyzaduje vyplnéni pfedem strukturovanych tabulek bez moznosti modifikace
sloupce ,,Specifikace pozadavkl". Takovy piistup fakticky fixuje konkrétni technické
architektury a vendorské vlastnosti, misto aby umoznil soutéz na zéklad¢ vykonovych a
standardiza¢nich kritérii.

Podle § 45 odst. 3 ZZVZ plati: ,,Technické podminky mohou byt formulovéany jako vykonové
nebo funkéni pozadavky." Judikatura UOHS dlouhodobé zdtiraziiuje, Ze technicka specifikace
nesmi byt nastavena tak, aby upfednostiiovala konkrétni vyrobky nebo vyrobce, ale musi
umoznit i¢ast maximalniho okruhu dodavatelti schopnych poskytnout ekvivalentni plnéni
(napt. rozhodnuti UOHS ¢&. j. UOHS-S0570/2021/VZ).

DOTAZ C. 2: DISKOVE ULOZISTE - KUMULACE
SPECIFICKYCH PARAMETRU

Dotcena ¢ast zadavaci dokumentace:

Ptiloha ¢. 3, kapitola vénovana ,,All-flash deduplika¢nimu diskovému poli", kde je
pozadovéano kumulativné:

NVMe SSD ,.Encryption Drive" stejného typu a velikosti

Min. 1 DWPD, technologie ,,TLC nebo lepsi, nikoliv QLC"
RAIDG s hot-spare ,,rovnomérné distribuovanou na vSech discich"
Zakaz zapocteni datové redukce do Cisté vyuzitelné kapacity

Min. 53 TiB ¢isté vyuzitelné kapacity

Celkova velikost max. 2U

Ptesna portova skladba: 16x 10GE SFP+, 8x 1GE RJ-45, 1 GE management na kazdy
fadic¢

Podminka podpory iSCSI + SMBv3 + NFSv3/4 soucasné
Active-active fadiCe s minimalni cache per fadi¢

Online upgrade bez zastaveni datovych sluzeb

Zabudovany nastroj pro spravu Sifrovacich kli¢t

Audit Log, predikce trendl obsazeni

Dotazy:

1.

Jaky je véceny divod pro soucasné pozadovani protokold iSCSI + SMBv3 + NFSv3/4
na stejném diskovém poli, kdyz béZn¢ se vyuziva bud’ SAN (iISCSI/FC), nebo NAS
(SMB/NFS) architektura?

Je technicky nezbytné pozadovat piesny pocet porti (16x 10GE SFP+, 8x 1GE RJ-45)
na kazdy fadi¢, nebo by bylo mozné specifikovat celkovou propustnost a pocet porti
jako minimdlni pozadavek s moznosti variability?



3. Vyzaduje provozni potfeba zadavatele pravé RAIDG6 s distribuovanym hot-spare ,,na
vSech discich", nebo by postacoval RAID6 s klasickym hot-spare, ptipadné jiné
mechanismy datové ochrany s ekvivalentni urovni spolehlivosti?

4. Je zakaz zapocteni datové redukce (deduplikace, komprese) do Cisté vyuzitelné
kapacity objektivné odiivodnén, nebo by bylo mozné akceptovat garantovanou
efektivni kapacitu?

5. Neni kumulace vSech uvedenych parametr nepfiméfenym omezenim okruhu
dodavatelti v rozporu s § 6 odst. 1 ZZVZ a § 45 ZZVZ, kdyz kazdy z parametrt
jednotlive 1ze splnit Sirokou Skalou vyrobct, ale jejich kombinace fakticky sméfuje na
uzky okruh feseni?

6. Uvédomuje si zadavatel, Ze specifikace takto kumulovanych parametrii odpovida
typickym charakteristikdm produktii Huawei OceanStor Dorado (all-flash NVMe)
a OceanStor 2600/5300/5500 V5/V6 (hybrid), které jsou produkty ¢inského vyrobce
podléhajiciho zvysenému bezpecnostnimu dohledu v ramei EU?

Oduvodnéni:

Kumulace téchto specifickych parametrt vytvaii situaci, kdy jednotlivé pozadavky jsou sice
technicky splnitelné riznymi vyrobci, avsak jejich soubéh vyrazné zuzuje okruh uchazecu.
Podle judikatury UOHS je nepfipustné nastavovat zadavaci podminky tak, aby formalng
umoznovaly ucast vice dodavatell, ale fakticky sméfovaly k predem ur¢enému feSeni
(rozhodnuti UOHS ¢&. j. S0451/2019/VZ).

Kombinace unifikované NAS+SAN konektivity, vysokého poctu 10GbE SFP+ portli pevné
ptedepsanych per-controller, spole¢né s funkcemi jako ,,zabudovany néstroj pro spravu
Sifrovacich klica", ,,audit log", ,,online upgrade" a ,,predikce trendi obsazeni", odpovida
architektufe a funkcim typickym pro ekosystém Huawei
DeviceManager/SmartDedupe/SmartTier.

Z hlediska kybernetické bezpecnosti je tfeba upozornit, Ze produkty spolecnosti Huawei jsou
v fad¢ evropskych zemi povazovany za rizikové z diivodu moznych bezpecnostnich hrozeb
spojenych s &inskou jurisdikci (srov. doporu¢eni ENISA, stanoviska NBU CR). Zadavatel
jako piispévkova organizace zdravotnického zatizeni by mél zvazit bezpecnostni dopady
nasazeni technologie od vyrobce, ktery miize podléhat zdkonlim tietich zemi umoziujicim
mimotadny pfistup k datim.

DOTAZ C. 3: SERVERY — PROPRIETARNI BMC/O0OB
MANAGEMENT

Dotcena ¢ast zadavaci dokumentace:

Ptiloha ¢. 3, kapitola vénovana ,,Serveriim", kde jsou specifikovany pozadavky na BMC
(Baseboard Management Controller) a OOB (Out-of-Band) management:

e Skupinovy management z jedné IP adresy bez nutnosti externi aplikace
e Replikaéni rezimy master-slave/active-passive
e Call-home funkce se ,,servis je poskytovan vyrobcem serveru"



o Streaming telemetrie se specifickymi integracemi
e Secure OS recovery v¢etné BIOS a BMC
e USB-over-Wi-Fi/Bluetooth mobilni aplikace

Dotazy:

1. Jsou uvedené proprietarni funkce BMC/OOB managementu objektivné nezbytné pro
provoz serveru v prostiedi zadavatele, nebo by postacovaly standardni IPMI/Redfish
rozhrani dostupna u Siroké skaly vyrobcti?

2. Jaky je vécny divod pro pozadavek na ,,USB-over-Wi-Fi/BT mobilni aplikaci", kdyz
standardni vzdalena sprava pies webové rozhrani nebo SSH je v datovych centrech

3. Je pozadavek na ,,call-home se servisem poskytovanym vyrobcem serveru" nezbytny,
nebo by bylo mozné akceptovat servisni podporu poskytovanou certifikovanymi
partnery vyrobce?

4. Neni specifikace téchto proprietarnich funkci v rozporu s § 45 ZZVZ, kdyz smétuje k
omezenému okruhu vyrobctl (zejména Dell s iDRAC ekosystémem), misto aby byla
formulovana technologicky neutralné?

Oduvodnéni:

Pozadované funkce BMC/OOB managementu nejsou prufezove dostupné naptic trhem
serverovych feSeni a mifi na konkrétni proprietdrni implementace specifickych vyrobct.

Podle § 45 odst. 1 ZZVZ ,.technické podminky nesmi bez vécného dlivodu omezovat
hospodatskou soutéz."

Standardni protokoly jako IPMI (Intelligent Platform Management Interface) a Redfish jsou
pramyslové standardy podporované prakticky vsemi vyznamnymi vyrobci servert. Pozadavek

na specifické proprietarni rozsifeni bez prokazani objektivni nutnosti pfedstavuje neptfimétené
omezeni soutéZe.

DOTAZ C. 4: FIREWALL — JAZYKOVA LOKALIZACE
GUI

Dotcena ¢ast zadavaci dokumentace:
Ptiloha ¢. 3, kapitola vénovana ,,Firewallu", konkrétné bod:
"Konfigurace pfes webovy prohlize¢ v ¢eském a anglickém jazyce"
Dotazy:
1. Je pozadavek na nativni ¢eskou lokalizaci webového GUI firewallu objektivné

nezbytny pro spravu zatizeni, nebo by postacovala anglicka lokalizace s moznosti
ptekladu dokumentace a Skoleni administratori v ¢eském jazyce?



2. Neni tento jazykovy pozadavek nepfiméfenym omezenim okruhu dodavateli v
rozporu s § 6 odst. 1 a § 45 ZZVZ, kdyZz fada renomovanych vyrobct firewall feseni
(Palo Alto, Fortinet, Cisco, Check Point) neposkytuje nativni ¢eskou lokalizaci GUI?

3. Byl by zadavatel ochoten akceptovat feSeni s anglickym GUI doplnéné o ceskou
dokumentaci, ¢eské skoleni administratorii a ¢eskou technickou podporu?

Oduvodnéni:

Pozadavek na nativni ¢eskou lokalizaci webového rozhrani bez moznosti ekvivalence
predstavuje nepiiméiené omezeni hospodaiské soutéze. Podle rozhodnuti UOHS &. j.
S0273/2018/VZ plati, Ze jazykové pozadavky musi byt odiivodnény skute¢nou provozni
potiebou a nesmi slouzit k umélému zuzeni okruhu dodavateld.

V praxi spravy sitovych zafizeni je anglictina standardnim jazykem v IT prostiedi a
pozadavek na ¢estinu GUI fakticky vylu€uje vétSinu globalné uznavanych feseni bez vécného
divodu. Ekvivalentni uroven podpory lze zajistit prostiednictvim ceské dokumentace, Skoleni
a technické podpory v ¢eském jazyce.

DOTAZ C. 5: FIREWALL —- KUMULACE
SPECIFICKYCH FUNKCI

Dotcena ¢ast zadavaci dokumentace:

Ptiloha ¢. 3, kapitola vénovana ,,Firewallu", kde je pozadovan obsahly katalog funkci:

e NGFW, IDS/IPS, DPI, URL filtrace, proxy

e VPN klienti pro ,,BSD, Linux, Android, macOS, iOS, Windows a VoIP telefony"
e Split tunneling, multi-WAN

e Specifické typy reportti

e 2x 1U form-factor

e Min. 2x 512 GB Enterprise SSD

e Pfesnd kombinace portii

Dotazy:

1. Je vécné odivodnén pozadavek na podporu VPN klientli pro vSechny uvedené
platformy véetné ,,VoIP telefon(", nebo by postacovala podpora béznych platforem
(Windows, Linux, macOS, Android, i0S)?

2. Neni kumulace pozadavki na piesny form-factor (2% 1U), kapacitu SSD (2% 512 GB
Enterprise) a kombinaci portii bez uvedeni ,,nebo ekvivalent" nepfimérenym
omezenim v rozporu s § 45 ZZVZ?

3. Byl by zadavatel ochoten formulovat pozadavky na firewall primarné jako vykonové
parametry (propustnost, pocet souc¢asnych sessions, throughput s IPS/DPI) misto
detailniho vyctu funkci a HW parametri?

Oduvodnéni:



Detailni vycet funkci a specifickych HW parametrt bez formulace ,,nebo ekvivalent" a bez
jasnych méfitelnych vykonovych metrik vytvaii situaci, kdy je obtizné posoudit, zda
alternativni feSeni je pfijatelné. Podle § 45 odst. 3 ZZVZ by technické podminky mély byt
formulovany jako vykonové nebo funkéni pozadavky.

Béznou praxi je specifikovat propustnost firewallu, pocet soucasnych spojeni, vykon s
aktivovanymi bezpec¢nostnimi funkcemi (IPS, DPI) a protokolovou podporu, nikoli detailni
HW konfiguraci, ktera mize byt u riznych vyrobct implementovéana rozdilné pii zachovani
stejné funkcionality.

DOTAZ C. 6: BEZPECNOSTNI ASPEKTY A
ZAVISLOST NA CINSKYCH TECHNOLOGIICH

Obecny kontext:

Z analyzy technické specifikace vyplyva, ze kumulace pozadavki v ¢asti diskovych poli
fakticky sméfuje k produktim Huawei OceanStor, které jsou vyrobky ¢inské spolecnosti
podléhajici ¢inské jurisdikei.

Dotazy:

1. Provedl zadavatel analyzu bezpec¢nostnich rizik spojenych s nasazenim tloznych
systémi od ¢inskych vyrobct v prostiedi zdravotnického zatizeni zpracovavajiciho
citlivé osobni a zdravotni udaje?

2. Je zadavatel seznamen s doporucenimi Evropské agentury pro kybernetickou
bezpecnost (ENISA) a Narodniho tfadu pro kybernetickou a informacni bezpecnost
(NUKIB) ohledné rizik spojenych s technologiemi od &inskych vyrobeti?

3. Bylo pfi zpracovani zadavaci dokumentace zohlednéno natizeni vlady ¢. 317/2021
Sb., o kybernetické bezpecnosti, a posouzeno, zda zadavatel jako spravce kritické
informacni infrastruktury nema zvysené pozadavky na bezpec¢nost dodavatelského
fetézce?

4. Uvédomuje si zadavatel, ze podle § 48a ZZVZ (mezinarodni sankce) muze byt zadani
vetejné zakazky osob¢ podléhajici sankcim EU v rozporu s pravem?

5. Byl by zadavatel ochoten upravit technickou specifikaci tak, aby umoziovala ucast
SirSiho okruhu dodavatelt s diirazem na bezpecnost a nezavislost na technologiich z
rizikovych jurisdikci?

Oduvodnéni:

Spolecnost Huawei je v fad¢ evropskych zemi povazovana za rizikového dodavatele z divodu
moznych bezpecnostnich hrozeb spojenych s ¢inskou jurisdikci. Narodni zakon o
zpravodajskych sluzbach CLR (2017) uklada ¢inskym spoleénostem povinnost spoluprace s
¢inskymi zpravodajskymi sluzbami, coz vytvaii inherentni bezpecnostni riziko pro evropské
organizace.



Evropska komise ve svém Toolbox 5G (2020) a naslednych doporucenich upozoriiuje na
rizika spojend s dodavateli z neclenskych zemi EU, ktefi podléhaji jurisdikei bez
demokratické kontroly. Obdobna doporuceni vydava i ¢esky NUKIB.

Zadavatel jako ptispévkova organizace zdravotnického zatfizeni zpracovava zvIaste citlivé
osobni udaje ve smyslu ¢l. 9 GDPR. Nasazeni uloznych systémil od vyrobce podléhajiciho
¢inské jurisdikci pfedstavuje zvysené riziko pro bezpe¢nost téchto dat a miize byt v rozporu s
povinnosti zadavatele zajistit pfiméfenou trovei bezpecnosti zpracovani osobnich udajt
podle ¢l. 32 GDPR.

Z hlediska ZZVZ je tieba zduraznit, ze podle § 6 odst. 1 musi byt zadavaci podminky
pfiméfené a nesmi bezdlivodné omezovat hospodatskou soutéz. Specifikace sméfujici k
technologii s prokdzanymi bezpe¢nostnimi riziky nemize byt povazovana za pfiméfenou
volbu zadavatele pfi vykonu vefejné moci.

DOTAZ C.7: MOZNOST UPRAVY ZADAVACI
DOKUMENTACE

Zavérecny dotaz:
S ohledem na vySe uvedené dotazy a identifikovana rizika je tazatel nucen polozit otazku:

1. Je zadavatel ochoten piehodnotit a upravit technickou specifikaci tak, aby:
o Byla formulovana priméarné jako vykonové a funkéni pozadavky misto
detailnich HW parametrii?
Obsahovala formulaci ,,nebo ekvivalent" u vSech technickych parametri?
Umoznovala Gpravu sloupce ,,Specifikace pozadavki" pro prokazani

ekvivalence?
o Eliminovala nepfiméfenou kumulaci parametrit sméfujicich k uzkému okruhu
vyrobct?

o Zohlednovala bezpe¢nostni aspekty a minimalizovala zavislost na
technologiich z rizikovych jurisdikci?
2. Pokud zadavatel neni ochoten upravit zadavaci dokumentaci, mize podrobné
odlivodnit, pro€ jsou vSechny uvedené parametry objektivné nezbytné a nelze je
nahradit technologicky neutralnimi vykonovymi kritérii?

ZAVER
V souladu s § 98 odst. 3 ZZVZ zddame zadavatele o poskytnuti pisemného vysvétleni vyse

uvedenych zadavacich podminek nejpozdéji do 3 pracovnich dni od doruceni této zadosti.

S ohledem na zasadni povahu dotazi a jejich mozny dopad na zpracovani nabidky Zadame
zadavatele rovnéz o zvaZeni prodlouZeni lhiity pro podani nabidek podle § 99 ZZVZ, aby



vsichni potencidlni uchaze¢i méli dostateCny €as na zpracovani nabidky v souladu s
vysvétlenou zaddvaci dokumentaci.



